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INFORMATION ON THE PROCESSING OF PERSONAL DATA 
FOR THE PERIODIC SENDING OF INFORMATIONAL MATERIAL 

(pursuant to EU Regulation 2016/679) 
 
 
Preamble 
 
Pursuant to Article 13 of Regulation (EU) 2016/679 (“GDPR”) concerning the protection of natural persons with 
regard to the processing of personal data and the free movement of such data, and repealing Directive 95/46/EC, 
the University of Milan informs individuals interested in receiving informational material via newsletter about the 
processing of their personal data. 
 
 
1. Data Controller and Data Protection Officer (DPO) 
 
The Data Controller is the University of Milan, represented by its legal representative pro tempore, located at Via 
Festa del Perdono no. 7, 20122 Milan, email: supportodpo@unimi.it. 
Pursuant to Articles 37 and following of the GDPR, the University has appointed a Data Protection Officer (DPO), 
identified as Prof. Avv. Pierluigi Perri, located at Ufficio Protocollo, Via Festa del Perdono no. 7, 20122 Milan, 
email: dpo@unimi.it. 
 
 
2. Data processed, purpose, and legal basis of the processing 

The personal data collected are processed for the periodic sending, via newsletter, of informational material 
regarding the degree programs offered by the University and the periods during which applications or enrollment 
are open. 

To fulfill this purpose, the University of Milan processes your personal data, specifically your email address and 
your country of origin. 

Only the data necessary to achieve the stated purpose are collected, in accordance with the data minimization 
principle set out in Article 5(1)(c) of the GDPR. 

The legal basis for processing is your explicit and unambiguous consent (pursuant to Article 6(1)(a) of the GDPR). 
Such consent may be withdrawn at any time, without affecting the lawfulness of processing based on consent 
before its withdrawal. 
 
 
3. Methods of processing 
 
The personal data provided are processed in accordance with the principles of lawfulness, fairness, and 
transparency as set out in Article 5 of the GDPR, including through the use of IT and telematic tools designed to 
store and manage such data, and in any case in a manner that ensures their security and protects the data 
subject’s utmost confidentiality. 
 
 
4. Categories of authorized personnel and data recipients 

Personal data will be processed, in compliance with applicable data protection laws, exclusively by University 
personnel who are duly authorized to process personal data. 

In any case, the disclosure of data requested by law to Public Security Authorities, Judicial Authorities, or other 
public entities for purposes of defense, state security, or the investigation of crimes is reserved. Outside of these 
cases, personal data will not be disclosed to third parties or disseminated.  

Finally, no personal data will be transferred to third countries or international organizations. 
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5. Data retention 
 
The Data Controller will retain your personal data for the time necessary to fulfill the purposes outlined in 
paragraph 2 and, in any case, for no longer than 3 years from the date of collection, unless consent is withdrawn 
earlier or expressly renewed for an additional 3 years. 
 
 
6. Data Subject rights 
 
Pursuant to Articles 15 to 22 of the GDPR, the Data Subject may exercise, where applicable, the right to request 
from the Data Controller access to their personal data, as well as the rectification, erasure, or restriction of 
processing. 
Requests may be submitted to the following contact: Data Protection Officer, c/o Ufficio Protocollo, Via Festa del 
Perdono no. 7, 20122 Milan, email: dpo@unimi.it.  
 
 
7. Right to lodge a complaint with a Supervisory Authority or Judicial Authority 
 
Data Subjects who believe that the processing of their personal data is in violation of the provisions of the GDPR 
have the right to lodge a complaint with the Italian Data Protection Authority (Garante), as provided for in Article 
77 of the GDPR, or to seek judicial remedy pursuant to Article 79 of the GDPR. 
             
 
 


